**From:** Telstra Security Operations

**To:** Networks team (networks@email)

**Subject:** Create Firewall Rule <additional info>

—

**Body:**

Hello Network team,

We would like to request the creation of a firewall rule and provide you more information about the ongoing attack.

It is spring4shell vulnerability using post method to access content and execute the RC.

Block incoming traffic on client request path “/tomcatwar.jsp”

Following code is proof as payload for spring4shell:

suffix=%>//

c1=Runtime

c2=<%

DNT=1

Content-Type=application/x-www-form-urlencoded

For any questions or issues, don’t hesitate to reach out to us.

Kind regards,

Telstra Security Operations